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MPaudit.

MPaudit is an automated cybersecurity 
assessment tool to provide insights 
into an organisation’s security status. 
MPaudit identifies vulnerabilities so that 
organisations can take preventative 
measures to protect against potential 
cyber incidents.

MPaudit takes a fact-based, dual approach; 
fully scanning an organisation’s systems 
together with a thorough automated interview 
to produce a security score and recommended 
action plan. MPaudit includes reporting and an 
incident report plan. 
MPaudit is a comprehensive assessment of an organisation’s Microsoft 365 
tenancy, team security awareness, business systems and processes. 

Three key areas of the business are assessed using different cybersecurity 
assessment tools (CSAT):

1 Microsoft Tenancy using CSAT Microsoft 365 audit tool,

2 Business Processes using CSAT audit survey,

3 People using Dark web scans and phishing simulations.



2 | MPsecure

MPaudit.

Key Features  » Methodical, thorough, 
automated, guided 
assessment of an 
organisation.

 » A detailed security status 
report and security score is 
aligned with the Australian 
Cyber Security Centre’s 
Essential Eight Maturity 
Levels

 » Recommended action plan 
included in the report with 
specific actions at 30, 60 
and 120 days with quick 
wins, quarterly and annual 
recommendations.

Key Benefits  » Comprehensive and   
thorough

 Thorough, methodical and 
evidence-based approach 
in assessing all key areas 
of vulnerability for a full 
overview of an organisation’s 
security status.

 » Action plan to tackle  
security gaps

 A detailed action plan 
identifies weaknesses and 

provides recommendations 
to mitigate risks. These 
measures are for 
implementation by an IT 
provider.

 » Measurable progress

 MPaudit provides a security 
status baseline from which 
improvements can be made 
and tracked against.


