
Workplace is the enterprise-grade file sync and share 
tool that easily enables secure, remote collaboration 
between business users for every file from every device. 

Built for 
a flexible 
workforce.
Workplace
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Built for the demands of a flexible 
workforce, Workplace users benefit 
from unlimited file storage and  
native malware, ransomware and  
virus protection.

Businesses can be assured that their files are 
securely hosted across leading data centres  
in Sydney and Melbourne.

Workplace offers businesses all the advantages of a cloud file server,  
without impacting their unique ways of working.

With fully secured access across multiple devices and platforms,  
Workplace delivers a simple customer experience for business users  
wanting to tap into the benefits of cloud file storage.

Familiar File Explorer interface.
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Key Features 
and Benefits
Secure access to files, 
wherever users 
choose to work.

A file server experience 
in the cloud
 » Nothing changes from a 
user experience. Although 
Workplace lives in the cloud, 
users simply see a drive in their 
File Explorer. This drive is easily 
accessible from mobile device 
via an iOS or Android app or 
a sophisticated web interface. 
Without having to worry about 
logging into sites or teams, files 
are at every users’ fingertips.

File and data protection
 » Workplace is designed with 
security in mind. Native 
malware and ransomware 
detection and automated 
remediation are unique to 
Workplace. Combined with 
file-based virus protection and 
six months of file versioning, 
allowing Full file restoration 
from any point in time and 
delivering peace of mind.

Enabling productivity when 
mobile or working remotely
 » Online or offline access to 
documents, with integrated 
rendering for most file types, 
allows viewing of most 
documents.

 » Full integration with native 
Microsoft Office apps on 
mobile devices combines 
the functionality of Microsoft 
Office with the security and 
ease of Workplace.

Workplace hybrid 
deployment for local servers
 » Many customers wish to  
keep their local file servers  
or connect multiple file servers 
from different locations. 
Workplace Server edition 
allows the syncing of data 
directly into a network file 
server at the office while 
providing real-time access  
to these files in the same way, 
regardless of where users  
are working. 

 » LAN attached endpoints and 
workstations sync to the onsite 
server (LANsync), thus easing 
pressure on ordinary internet 
bandwidth and providing  
a robust backup architecture.

Easy and secure remote 
access to files
 » All files are easily accessed on 
any device, from anywhere, 
without the need for virtual 
private networks (VPN). Files 
streamed on demand, or fully 
cached locally.

Sophisticated admin 
controls
 » Allow users the correct access 
with customisable group  
and user configurations 
and policy controls. Datto 
Workplace also integrates with 
Active Directory and Single 
Sign-On to automate on and 
offboarding.
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Open documents or share with the 
team to collaborate.
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Workplace provides  
full visibility of all 
projects, folders  
and files created  
by anyone.

Full IT control and visibility
 » Workplace provides full 
visibility of all projects, folders 
and files created by anyone, 
as well as detailed reports and 
audit trails on users, groups, 
devices, projects and files.

 » Workplace gives IT full control 
of users, groups and devices; 
their permission policies; 
share, sync and public link 
permissions.

 » The Active Directory also 
allows the import and 
provision of internal users.

Policies tailored to each 
business’ unique needs
 » Audit records on all account 
activity including projects, 
groups, mobile access.

 » Policies to specify which 
groups and devices require 
approval, with exceptions, 
including Mobile Device 
Management (MDM).

 » Enterprise policies for 
managing password, MFA, 
session, IP address whitelisting, 
public links, remote access and 
mobile devices.

Security and compliance
 » HIPAA and SOC 2 Compliance, 
256-bit encryption, and 
99.99% uptime keeps business 
data safe. A geo-redundant 
data centre infrastructure 
in the Australia means your 
data does not need to leave 
the region. All user data is 
protected with 256-bit AES 
encryption during transit  
and storage.

Seamless collaboration
 » Workplace works across 
core business tools such as 
Microsoft 365 and G Suite  
so when file locations change, 
productivity doesn’t.

Solution is provisioned and 
managed by a certified 
Managed Service Provider  
of Manage Protect
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Open documents in the app that created them, such as Microsoft Word.



5 | Workplace

Easy web interface.
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