
MPweb is a comprehensive web filtering solution 
which can replace or enhance a business’s existing 
security infrastructure for improved protection against 
viruses, spyware, phishing attacks as well as stem 
inappropriate web use. 
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MPweb is a cloud-based 
security solution that proactively 
prevents communication 
between your network and  
web-based threats.

Key Features
MPweb secures 
business networks, 
ensures businesses 
meet compliance rules 
and stay productive.

Internet access control
 » Businesses who direct their 
DNS traffic to MPweb can 
monitor all DNS requests from 
clients to block responses for 
sites associated with malware, 
phishing, and botnets, while 
allowing requests for safe sites 
to proceed.

Visibility and management
 » MPweb’s powerful rule engine 
to facilitate user, group and 
account level access and set 
policies across email, web  
and email archive through  
a single console.

Real-time forensic reporting
 » Real-time logs display which 
sites and downloads business 
users have attempted to 
access and whether or not 
they were permitted.
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Key Benefits  ✓ Keep networks secure by 
preventing known and unknown 
viruses, phishing and malware 
attacks before they reach your 
network.

 ✓ Maintain business productivity 
by measuring and managing 
internet abuse, non-work 
related website use and 
downloads.

 ✓ Ensure business users meet 
compliance rules by restricting 
access to inappropriate, illegal 
and offensive sites by category 
and file types.

 ✓ Lower cost of ownership with no 
hardware or software purchase 
or maintenance required.

 ✓ Scalable and reliable service 
level agreements to ensure 
uptime.

 ✓ Fault-tolerant Australian and 
APAC data centres eliminate 

single point-of-failure risk.

 ✓ DNS-based filtering means all 
computers using same IP are 
protected.

 ✓ Integrated anti-spyware 
protection.

 ✓ Web address filtering and file or 
content type blocking to prevent 
unwanted content.

 ✓ Internet use policies set at either 
group or user level.

 ✓ Detailed real-time and 
scheduled reporting.

 ✓ Support for Citrix & Terminal 
Services.

 ✓ Solution is provisioned and 
managed by a certified 
Managed Service Provider of 
Manage Protect.
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