
 Comprehensive 
Security 
Solution.
MPsecure

The comprehensive security solution for small to medium 
businesses to help them build cyber resilience, become 
Essential Eight compliant and protect against cyberthreats.
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MPsecure is a security solution which 
comprehensively protects a business’ 
systems, their people and environment.

MPsecure is designed for organisations who 
are serious about protecting their brand, data, 
business, people and customers. 

MPsecure is for organisations who are 
committed to building and maintaining their 
resilience against cyber threats.

Key Benefits 	» Ongoing risk mitigation and 
prevention of cyber-related 
disruptions for small to 
medium businesses,

	» Designed for organisations 
who are conscious of the 
importance of protecting 
their brand, data, business, 
people, and are committed 
to building and maintaining 
their resilience against 
cybersecurity risks,

	» MPsecure is based on the 
Australian Cyber Security 
Centre’s Essential Eight 
framework which details the 
recommended risk mitigation 
strategies to protect, 

organisations from cyber 
threats,

	» Thorough and multi-faceted 
approach to uncover 
and address a business’ 
environmental, technological 
and human risks,

	» Regular reporting of security 
status and scores to track 
cyber resilience progress 
and improvement over time,  
and

	» Evidence-based approach 
and flexibility in the choice 
of solutions to mitigate risks 
identified.
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Key Features 	» MPaudit

	 MPaudit is centred on the 
Essential Eight framework 
and is a methodical, 
thorough, evidence-
based assessment of an 
organisation’s security status 
and recommended action 
plan for your IT provider to 
implement and remediate 
identified risks.

	» Incident response plans

	 Based on Australian 
Cyber Security Centre’s 
recommendations and 
template, a bespoke incident 
response plan devises 
procedures and steps to 
help your business identify 
and eliminate threats. It 
also details critical actions 
which need to be taken in 
response to recover from 
cybersecurity incidents -  
and ultimately, minimise  
any potential damage 
caused by cyber threats. 

	» Monthly security reports and 
security alerts 

	 These regular reports 
and alerts  advise your 
IT provider of policy or 
configuration changes 
to allow them to quickly 
remediate common issues in 
the security portal.*

	» Security Portal

	 The web-based security 
portal is used by your 
IT provider to manage 
and administer security 
awareness training, phishing 
simulations for your business. 
It also serves as the central 
repository for all reports, 
incident response plans, 
process documentation and 
dark web scan results for 
your business.

	» Dark web scans

	 Dark web scans and reports 
uncover if any business 
details have been shared 
on the dark web so that risk 
mitigation measures can be 
actioned.*

	» Phishing simulation and 
security awareness training

	 These plans to help your staff 
understand the role they play 
in security. With continued 
phishing simulations and 
security awareness training 
over time, staff awareness 
and detection of email and 
web risks improves.*

*Only available on MPsecure Systems or MPsecure Systems & People plan.



Service Options
MPsecure is available on 
flexible 12-month plans at three 
product levels to meet unique 
organisational needs.

 Inclusions MPsecure 
Professional 

(For organisations 
up to 5 seats)

MPsecure 
Systems 

(For organisations 
up to 499 seats)

MPsecure 
Systems & 

People 
(For organisations 

up to 499 seats)

Annual MPaudit Security Score 
Assessment & Remediation 
Recommendations with Plan

✓ ✓ ✓

Quarterly MPaudit 
Security Score Assessment 
& Remediation 
Recommendations

– ✓ ✓

Monthly Security Report & 
Daily Security Alerts

– ✓ ✓

Security Portal (for IT provider) ✓ ✓ ✓

Incident Response Plan ✓ ✓ ✓

Phishing Simulation & Security 
Awareness Training

– – ✓

Dark Web Scans & Reporting – – ✓

Individual Employee Secure 
Score

– – ✓
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